
New toolkit enables faster compliance with
the UK Government’s Cyber Essentials
Scheme
Organisations with a culture of cyber security are better placed to prevent and deal with intrusions
and security breaches.

ELY, CAMBRIDGESHIRE, UK, July 8, 2014 /EINPresswire.com/ -- Organisations with a culture of
cyber security are better placed to prevent and deal with intrusions and security breaches. In
view of this, the UK Government has recently launched the Cyber Essentials Scheme (CES) to
raise awareness of the issues and help organisations defend themselves against the threats.
Furthermore, organisations that do not comply with the CES will find it difficult – if not
impossible – to work with the UK Government in the future.

Built on expert knowledge gained from numerous cyber security implementation projects, IT
Governance Publishing’s new Cyber Essentials Toolkit provides all the information you need to
ensure that you comply with the CES. It also provides the materials necessary to move beyond
compliance towards more robust cyber security.

Since organisations must decide for themselves exactly how the CES controls are implemented,
the Cyber Essentials Toolkit does not dictate specific actions. Instead, it includes all the work
procedures and processes you need to ensure that your implementation of the controls
complies with the requirements of the CES, boosting your cyber security as intended. 

Alan Calder, Founder and Executive Chairman of IT Governance, the company that owns IT
Governance Publishing (ITGP), explains: “The new Cyber Essentials Scheme is not a box-ticking
exercise, but an important step by the UK authorities to toughen up the cyber security of every
organisation in the UK. Every company is different, so it is pointless to have a single set of
specific recommendations about how to comply with the control requirements. What you can
standardise, however, are the procedures and policies that ensure the measures you implement
give real, tangible improvements to your organisation’s cyber security. This is exactly what the
Cyber Essentials Toolkit is for.”

Find out more from:
www.itgovernance.co.uk/shop/p-1625-cyber-essentials-toolkit.aspx 

Discover more about how IT Governance can help you comply with the Cyber Essentials Scheme,
with our special introductory offer:
www.itgovernance.co.uk/shop/p-1628-cyber-essentials-package.aspx
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