
OPM breach highlights need for better security
The OPM data breach that exposed personal information of nearly four
million government workers has highlighted how important robust
cybersecurity measures are.

ASHLAND, OHIO, USA, June 10, 2015 /EINPresswire.com/ -- The recent
admission by the Office of Personnel Management (OPM) that it suffered
a massive breach that exposed the personal information of nearly four
million past and present government workers has once again highlighted
how important it is for US organizations to implement and maintain robust
cybersecurity measures.

Alan Calder, the founder and executive chairman of cybersecurity
solutions provider IT Governance, has appealed to CEOs, CIOs and
CISOs across the United States:

“The attack on the OPM proves how important it is for all US organizations
to implement and maintain robust cyber defenses. US citizens expect federal computer networks to
be secure, but the need for strong security is actually much wider. Government agencies aren’t the
only target: all organizations face a 21st century cyber threat. The problem is that many board
members have attitudes to security that are stuck in the 20th century. Better cybersecurity is needed
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to tackle and manage that threat.”

The international cybersecurity standard ISO 27001 sets out
the requirements of an information security management
system (ISMS), a company-wide approach to data security
that encompasses people, processes, and technology.

ISO 27001’s risk-based approach enables organizations to
implement cybersecurity best practices based on the risks
they actually face, and by registering their ISMS to ISO
27001, businesses can demonstrate their commitment to
cybersecurity to their stakeholders.

Thanks to IT Governance’s fixed-price ISO 27001 Packaged Solutions, US organizations can take
advantage of expert ISO 27001 consultancy to implement an ISMS.

With its unique combination of standards, books, toolkits, software, training, and online consultancy,
IT Governance’s Get A Lot Of Help package provides US organizations with all they need to
implement the Standard and ensure their cybersecurity.

Click for more information: www.itgovernanceusa.com/shop/p-1440.aspx.

Alternatively, organizations can call IT Governance toll-free on 1-877-317-3454 or email
servicecenter@itgovernanceusa.com for more information on how IT Governance can help protect
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their information security.
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