
The Wanna Cry Cyber-Attack and the
Cybersecurity Private Investigator
The Wanna Cry virus does its damage by
weaponizing a flaw in Windows.

LOS ANGELES, CA, UNITED STATES,
May 23, 2017 /EINPresswire.com/ -- The
Wanna Cry virus cyber-attack this
weekend was of unprecedented
dimensions, affecting 300,000 of the
world’s 2 billion Windows computers.


The attack showed that all computers are
at risk, and that cybersecurity needs to
be the concern of anyone who depends
on a computer.


The attack also showed the importance of keeping a computer up-to-date with the latest security
updates and patches. Microsoft actually had released a patch in March to close the back door in
Windows that allowed the Wanna Cry worm attack.


Anyone can have
cybersecurity issues. If you
have any concerns about
cybersecurity – or are afraid
that your computer may have
been infected or hacked –
contact us as soon as
possible.”

John A. DeMarr PI

John A. DeMarr PI has a cybersecurity division that is devoted
to securing our clients’ computers and networks against treats
like the one that did such damage over the weekend. We
made sure that the March patch was installed on all our
clients’ systems – one of the many usual precautions we take
where cybersafety is concerned.


Our cybersecurity division keeps abreast of the latest
developments to guarantee the integrity of our clients’
systems. Far too many people ignored the March patch, with
often disastrous results. Part of our job is making sure
important details like the patch don’t go ignored.


In addition to our cybersecurity and computer forensics services, we have a skilled TSCM/ECM
division that offers our clients a further degree of technological safety.


For further information or to arrange for our cybersecurity or TSCM/ECM services, please call 877-
433-6277, or email sales@demarr.com.
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