
Appsian Publishes Findings from Latest SAP
Security Survey. Report on Business Risks &
Controls Now Available

Appsian

Appsian surveyed senior stakeholders at

organizations using leading ERP

applications to uncover their top

concerns in the governance, risks, &

compliance space

DALLAS, TEXAS, USA, June 22, 2020 /EINPresswire.com/ -- Appsian, the global leader in Enterprise

Resource Planning (ERP) data security today released its SAP Security Report, which is a

comprehensive data source that provides an executive perspective on SAP business risks and

controls.  The survey was conducted to determine how critical it is for ERP applications such as

SAP to support the foundation of business operations.

“Today’s rapidly changing landscape, coupled with the inherent complexities of SAP, has surfaced

challenges in organizations trying to maintain a strong security posture while enabling

productive business processes,” said Scott Lavery, Senior Director of Marketing at Appsian. “So,

at the beginning of 2020, we surveyed senior decision-makers that use SAP in large enterprise

organizations with a minimum of 3,000 employees or $1 billion in annual revenue. Our goal was

to gain a better understanding of how organizations are evolving their ERP security and risk

management practices, the kinds of risks they’re most concerned about, and how they view and

prioritize user and system visibility, access control, oversight, and accountability,” he added.

To gain a better understanding of how organizations are evolving their ERP security and risk

management practices, Appsian surveyed 160 senior stakeholders at organizations using the

leading ERP applications to uncover their top concerns in the governance, risks, and compliance

space.

According to the findings of this report, there are FOUR key factors that IT leaders are concerned

with when it comes to their security and risk management practices. They are as following:

1.     Business Process Risks Are Slipping Through the Cracks

2.     IT Leaders Are Concerned About Excessive User Privileges

3.     Misalignment to Business Objectives is Hurting Confidence in SAP Security

4.     Limited Visibility into Data & Role Usage, Along with Complex Controls Are Hindering

http://www.einpresswire.com
http://www.appsian.com
http://www.appsian.com/sap-security-report/.
http://www.appsian.com/sap-security-report/.


Progress

For more detailed information on this survey and the key findings, please visit

https://www.appsian.com/sap-security-report/.

About Appsian

Appsian Security Platform (ASP) enables organizations to fill critical data security and compliance

gaps in ERP applications like SAP ECC and S/4HANA. As a native bolt-on solution, ASP delivers a

comprehensive suite of fine-grained, risk-aware access controls along with continuous

monitoring and analytics capabilities designed to proactively detect potential business risks. To

learn more, please visit Appsian.
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EIN Presswire's priority is source transparency. We do not allow opaque clients, and our editors

try to be careful about weeding out false and misleading content. As a user, if you see something

we have missed, please do bring it to our attention. Your help is welcome. EIN Presswire,
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