
Eclypses MTE 3.0 Released: Here’s What You
Need to Know

Eclypses released an update for their MTE®

technology bringing IoT customers a smaller

library size and improved performance.

USA, October 3, 2022 /EINPresswire.com/ -- Eclypses, Inc. announced the release of MTE 3.0

The release of MTE 3.0 is a

huge milestone in our effort

to bring constant security to

all devices within an

ecosystem.”

Aron Seader, Senior Director

of Core Engineering at

Eclypses

which features a reduced library size and improved

performance of MTE technology to their IoT customers.

Eclypses MTE technology offers a transformative cyber

security solution to replace actual data with instantly

obsolete, meaningless random streams of values. Eclypses

developed the MTE technology to be the most innovative

and disruptive security solution for protecting data

communication for web and mobile applications and IoT

devices. 

With this update, customers can expect a smaller MinSize

library, dropping by approximately 66% resulting in footprints of less than 4KB. In the IoT world,

this reduced library size is significant because memory is limited, and every byte counts. Other

benefits of this update include an approximate 10% decrease in runtime memory usage while

maintaining the same speeds. MTE 3.0 also allows for the ability to support lower-level

microcontrollers (8-bit and 16-bit).   

“The release of MTE 3.0 is a huge milestone in our effort to bring constant security to all devices

within an ecosystem. By greatly reducing our library size and RAM usage while expanding our

device support, MTE can now fit in a wider array of commonly used IoT devices. This enables

organizations to maintain the same level of quantum-resistant security that MTE offers

regardless of the devices involved,” comments Aron Seader, Senior Director of Core Engineering

at Eclypses.  

With MTE technology, companies can ensure bad actors cannot access valuable information at

any point during the data transmission process using endpoint verification, and zero trust with

full knowledge. The award-winning MTE technology received the FIPS 140-3 validation. Seen as

the gold standard in data security, this validation proves that Eclypses’ MTE data protection

technology effectively and consistently safeguards user data. 

http://www.einpresswire.com
https://eclypses.com/mte-technology/
https://eclypses.com/mte-technology/iot-device-security/
https://eclypses.com/mte-technology/iot-device-security/
https://eclypses.com/press-releases/eclypses-wins-ftf-news-best-cyber-security-solution/


Eclypses is bringing customers a smaller

library size and improved performance with

the release of MTE 3.0.

For more information, please visit

www.eclypses.com.
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This press release can be viewed online at: https://www.einpresswire.com/article/593956686

EIN Presswire's priority is source transparency. We do not allow opaque clients, and our editors

try to be careful about weeding out false and misleading content. As a user, if you see something

we have missed, please do bring it to our attention. Your help is welcome. EIN Presswire,

Everyone's Internet News Presswire™, tries to define some of the boundaries that are reasonable

in today's world. Please see our Editorial Guidelines for more information.

© 1995-2022 Newsmatics Inc. All Right Reserved.

http://www.eclypses.com
https://www.facebook.com/Eclypses-Inc-110929860279569
https://twitter.com/EclypsesInc
https://www.linkedin.com/company/eclypses-inc/
https://www.youtube.com/channel/UCY1bZUgfklj2t-iY98M6Qnw
https://www.einpresswire.com/article/593956686
https://www.einpresswire.com/editorial-guidelines

