
Keeper Security Expands Passphrase
Generator Capability to Mobile Devices

Integrated with Keeper’s existing solution, the passphrase

generator enhances security by enabling users to create

highly secure, customisable passphrases

LONDON, UNITED KINGDOM, September 12, 2024

/EINPresswire.com/ -- Keeper Security, the leading

provider of zero-trust and zero-knowledge

cybersecurity software protecting passwords, passkeys,

privileged access, secrets and remote connections,

today announced the addition of a passphrase

generator to the Keeper platform for mobile. This new feature, now available on Android

devices, is designed to help users create strong and unique credentials for their accounts,

addressing the growing risks posed by sophisticated cyber threats. Passphrases on iOS will be

available in the coming weeks.

This feature provides our

users with the ability to

generate highly secure

credentials directly on their

devices, making it easier to

safeguard their accounts

while streamlining the login

process.”

Craig Lurey, CTO and Co-

founder, Keeper Security

Weak and reused passwords are a significant vulnerability

for both individuals and organisations, and the passphrase

generator offers a simple way to create a more secure

alternative. Passphrases are typically longer and more

complex than traditional passwords, making them

significantly harder for attackers to crack. While

conventional passwords often rely on short strings of

characters, passphrases use multiple random words to

provide a higher level of security.

“We’re excited to bring the passphrase experience to

mobile users, starting with Android,” said Craig Lurey, CTO

and Co-founder, Keeper Security. “This feature provides our users with the ability to generate

highly secure credentials directly on their devices, making it easier to safeguard their accounts

while streamlining the login process.”

The passphrase generator is integrated with Keeper’s existing password generator, allowing

users and administrators the flexibility to choose the best option for their specific security

needs. The generator uses the Electronic Frontier Foundation’s recommended wordlist of 7,776

http://www.einpresswire.com
https://www.keepersecurity.com/


words, excluding any offensive terms. Users can customise their passphrases by adjusting the

number of words, choosing a separator and opting to include numbers and capital letters.

In addition to the passphrase generator, Keeper is introducing an extended logout timer for

Android users. This feature allows users to extend their logout timer durations, ranging from one

minute to a maximum of two weeks. This update provides more flexibility in session

management, addressing customer requests for longer session durations.

Keeper’s platform simplifies the process of generating, managing and storing passphrases,

facilitating the easy creation of secure credentials that meet various security requirements.

Administrators can enforce consistent passphrase policies across their organisations, ensuring

robust security standards. 

The updated Keeper Password Manager app for Android is available for download on the Google

Play Store, where Keeper is rated 4.6 out of 5 stars, with more than 100k reviews and 10M+

downloads. The app will automatically update for all existing users.

###

About Keeper Security

Keeper Security is transforming cybersecurity for people and organisations globally. Keeper’s

intuitive solutions are built with end-to-end encryption to protect every user, on every device, in

every location. Our zero-trust privileged access management platform deploys in minutes and

seamlessly integrates with any tech stack to prevent breaches, reduce help desk costs and

ensure compliance. Trusted by millions of individuals and thousands of organisations, Keeper is

the leader for password, passkey and secrets management, privileged access, secure remote

access and encrypted messaging. Learn how our zero-trust and zero-knowledge solutions

defend against cyber threats at KeeperSecurity.com.
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This press release can be viewed online at: https://www.einpresswire.com/article/742863202

EIN Presswire's priority is source transparency. We do not allow opaque clients, and our editors

try to be careful about weeding out false and misleading content. As a user, if you see something

we have missed, please do bring it to our attention. Your help is welcome. EIN Presswire,

Everyone's Internet News Presswire™, tries to define some of the boundaries that are reasonable

in today's world. Please see our Editorial Guidelines for more information.
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