
ANY.RUN Wraps Up 2024 with Powerful
Product Updates and Enhanced Threat
Coverage

DUBAI, DUBAI, UNITED ARAB

EMIRATES, January 2, 2025

/EINPresswire.com/ -- As 2024 comes

to an end, ANY.RUN announces its

latest updates designed to empower

cybersecurity professionals with

smarter tools and more efficient

workflows. This December, the

company introduced game-changing

product features and expanded threat

detection capabilities, ensuring users

are equipped to handle evolving cyber

threats. 
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ᵠ�ᵟ�ᵞ�ᵟ�ᵟ�ᵟ�ᵟ�ᵠ�: ANY.RUN’s TI Lookup now

supports new operators and wildcards, such as OR, NOT, and parentheses, enabling more

precise and efficient identification of cyber threat attack. 

ᵞ�ᵝ�ᵞ�ᵞ� ᵟ�ᵟ�ᵠ�ᵟ�ᵟ�ᵟ�ᵞ�ᵠ�ᵟ�ᵟ�ᵟ�: ANY.RUN has introduced a MISP (Malware Information Sharing Platform)

instance, offering real-time access to Indicators of Compromise (IOCs) and integration with SIEM

and XDR tools. 

ᵞ�ᵠ�ᵟ�ᵠ�ᵟ�-ᵞ�ᵟ�ᵟ�ᵟ�ᵟ� ᵠ�ᵠ�ᵟ�ᵟ�ᵟ�ᵟ�ᵠ�: The updated Teamwork feature inside ANY.RUN’s malware sandbox

allows organizations to assign multiple admin roles, simplifying license management and

improving team coordination across time zones. 
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ANY.RUN has enhanced its threat detection capabilities, ensuring users stay ahead of

cybercriminals: 

· ᵿ�ᵿ� ᵟ�ᵟ�ᵠ� ᵟ�ᵞ�ᵟ�ᵠ�ᵞ�ᵟ�ᵟ� ᵠ�ᵟ�ᵟ�ᵟ�ᵞ�ᵠ�ᵠ�ᵟ�ᵟ�ᵠ� added, targeting families like Trickbot, Vidar, and Lumma. 

· ᵿ�,ᵾ�ᵿ�ᵿ� ᵞ�ᵠ�ᵟ�ᵟ�ᵟ�ᵞ�ᵠ�ᵞ� ᵟ�ᵠ�ᵟ�ᵟ�ᵠ� implemented for phishing kits and advanced threats. 

· ᵞ�ᵟ�ᵠ� ᵞ�ᵝ�ᵞ�ᵝ� ᵟ�ᵠ�ᵟ�ᵟ�ᵠ� for precise threat detection, including Fog Ransom and Dusttrap. 

· ᵞ�ᵞ�ᵟ�ᵟ�ᵟ�ᵟ�ᵟ� ᵟ�ᵟ�ᵞ�ᵟ�ᵟ�ᵟ�ᵟ�ᵟ� ᵟ�ᵟ�ᵟ�ᵞ�ᵟ�ᵟ�ᵟ�ᵟ�ᵟ�ᵟ�ᵠ�ᵠ� improving malware interaction simulations. 

For more details on these updates, visit ANY.RUN’s blog. 
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ANY.RUN is a leading interactive malware analysis platform trusted by over 500,000

cybersecurity professionals worldwide. By offering real-time behavioral analysis and advanced

threat intelligence tools, ANY.RUN helps organizations detect, analyze, and respond to cyber

threats faster and more effectively.
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EIN Presswire's priority is source transparency. We do not allow opaque clients, and our editors

try to be careful about weeding out false and misleading content. As a user, if you see something

we have missed, please do bring it to our attention. Your help is welcome. EIN Presswire,

Everyone's Internet News Presswire™, tries to define some of the boundaries that are reasonable

in today's world. Please see our Editorial Guidelines for more information.

© 1995-2025 Newsmatics Inc. All Right Reserved.

https://any.run/cybersecurity-blog/release-notes-december-2024/?utm_source=ein&amp;utm_medium=press_release&amp;utm_campaign=release_notes&amp;utm_content=blog&amp;utm_term=020125
http://www.einpresswire.com/contact_author/5002221
https://twitter.com/anyrun_app
https://www.linkedin.com/company/any-run/
https://www.einpresswire.com/article/772208534
https://www.einpresswire.com/editorial-guidelines

