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ANY.RUN Releases Connectors for OpenCTI to
Drive SOC Performance for Faster Response

DUBAI, UNITED ARAB EMIRATES,
August 14, 2025 /EINPresswire.com/ --
ANY.RUN, a leading provider of
interactive malware analysis and threat
intelligence solutions, announced
powerful interoperability with Filigran's
OpenCTI platform. The connectors are
designed to transform Security
Operations Centers (SOCs) for
maximum performance, enabling
teams to boost efficiency, significantly
cut response times, and act with better
confidence without needing to replace
existing tools.
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ANY.RUN now offers dedicated

OpenCTI connectors for its main

products, allowing SOC teams to seamlessly integrate them with their existing security stacks.
The key offerings include:

- 00000000000 0000000: Automate analysis of suspicious files and URLs to understand their
threat level, TTPs, and collect I10Cs.

- 000000 OOO0000D0DOO 0OO000: Enrich observables with threat context based on fresh live
attack data.

- 000000 OO0000DD0DOO0 DOOO0: Stay updated on the active threats with filtered, actionable
network 10Cs from the latest malware samples.

These connectors ensure that accurate threat information is accessible in just a few clicks,
significantly boosting SOC effectiveness.

Read more about the connectors on ANY.RUN's blog.



http://www.einpresswire.com
https://any.run/?utm_source=ein&amp;utm_medium=press_release&amp;utm_campaign=opencti&amp;utm_content=landing&amp;utm_term=140825
https://any.run/cybersecurity-blog/opencti-integration/?utm_source=ein&amp;utm_medium=press_release&amp;utm_campaign=opencti&amp;utm_content=blog&amp;utm_term=140825
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The interoperability of ANY.RUN with OpenCTI delivers significant user and business value,
driving measurable performance gains across the SOC. These benefits include:

- 0000000 00000 0O0 0000 0000000 by eliminating the need for custom development and
allowing analysts to focus on critical threats.

- 000000000 000 0DOO00DO000 through streamlined triage, investigation, and escalation for Tier
1 and Tier 2 analysts.

- 0000000000 0D 0000000 DO00O, preventing analyst burnout.

- 0000000 0000 00O 00 DoDoooo (0ooo) 000 000D 0000 00 0000000 (Dooo), enhancing overall
SOC metrics. The Interactive Sandbox specifically contributes to shorter MTTR with fast
identification and detailed reports.

- 00000000 000 0000 00000000 00000 by extending OpenCTl's capabilities with behavioral
analysis and contextual enrichment without additional infrastructure.
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Trusted by over 500,000 cybersecurity professionals and 15,000+ organizations in finance,
healthcare, manufacturing, and other critical industries, ANY.RUN empowers security teams to
investigate threats faster and with greater accuracy. Its Interactive Sandbox accelerates incident
response by allowing real-time analysis of suspicious files, observing behavior as it unfolds, and
enabling confident, well-informed decisions. ANY.RUN’s Threat Intelligence Lookup and Threat
Intelligence Feeds strengthen detection by providing the essential context teams need to
anticipate and stop today's most advanced attacks.
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This press release can be viewed online at: https://www.einpresswire.com/article/839809141

EIN Presswire's priority is source transparency. We do not allow opaque clients, and our editors
try to be careful about weeding out false and misleading content. As a user, if you see something
we have missed, please do bring it to our attention. Your help is welcome. EIN Presswire,
Everyone's Internet News Presswire™, tries to define some of the boundaries that are reasonable
in today's world. Please see our Editorial Guidelines for more information.
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